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1
TRANSMISSION PROTOCOL CONTROLLER

TECHNICAL FIELD

This disclosure relates to a transmission protocol controller
that employs a reliable ordered delivery protocol that relies on
retransmission of lost data. More particularly, this disclosure
relates to a transmission protocol controller that encapsulates
network packets.

BACKGROUND

Free-space optical communication (FSO) is an optical
communication technology that employs light propagating in
free space to transmit data for telecommunications and/or
computer networking. “Free space” can mean air, outer space,
water, etc. FSO contrasts with using a solid medium such as
optical fiber cable or an optical transmission line. FSO can be
useful where physical connections are impractical due to high
costs and/or other considerations.

SUMMARY

In one example, a free-space optical (FSO) transceiver can
include a transmission protocol controller configured to
encapsulate outgoing network packets by employing a reli-
able ordered delivery protocol that relies on retransmission of
lost data form outgoing encapsulated packets. The transmis-
sion protocol controller can be configured to employ a con-
gestion algorithm that optimizes throughput over a lossy link.
The FSO transceiver can also include a transmitter configured
to provide an output optical signal corresponding to the out-
going encapsulated packets over a FSO link.

In another example, a system can include a first FSO trans-
ceiver configured to receive Ethernet frames from a first sub-
net of a local area network (LAN). The first FSO transceiver
can also be configured to encapsulate the Ethernet frames in
encapsulated packets by employing a reliable ordered deliv-
ery protocol that relies on retransmission of lost data with a
congestion algorithm that optimizes throughput over a lossy
link and to provide an output optical signal over free space,
the output optical signal corresponding to the encapsulated
packets. The system can also include a second FSO trans-
ceiver separated by free space from the FSO transceiver. The
second FSO transceiver can be configured to receive the
output optical signal from the first FSO transceiver. The sec-
ond FSO transceiver can also be configured to unencapsulate
the encapsulated packets to reconstruct the Ethernet frames
and provide the Ethernet frames to a second subnet of the
LAN.

Inyet another example, a method can include receiving, by
anetwork port, network packets. The method can also include
encapsulating, by a transmission protocol controller, the net-
work packets to form TCP-encapsulated packets. The TCP-
encapsulated packets can be formed with a congestion algo-
rithm that optimizes throughput over a lossy link. The method
can further include transmitting, by a transmitter, an output
optical signal over free space that is based on the TCP-encap-
sulated packets.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example of a system for establishing a
transmission control protocol (TCP) bridge over a free space
optical (FSO) link.

FIG. 2 illustrates an example of a TCP-encapsulated
packet.
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FIG. 3 illustrates another example of a system for estab-
lishing a TCP bridge over an FSO link.

FIG. 4 illustrates an example of an FSO transceiver.

FIG. 5 illustrates an example of a flowchart of an example
method for operating an FSO transceiver.

FIG. 6 illustrates another example of a flowchart of another
example method for operating an FSO transceiver.

DETAILED DESCRIPTION

This disclosure relates to a system that can establish a
bi-directional communication path over a free space optical
(FSO) link. The FSO link can directly communicatively
couple a first FOS transceiver to a second FSO transceiver.
Each of the first and second FSO transceivers can be coupled
to networks that can provide network packets for transmis-
sion over the FSO link. Each of the first and second FSO
transceivers can include a transmission protocol controller
that can be configured to encapsulate network packets with a
reliable ordered protocol that relies on retransmission of lost
datato form encapsulated packets that can be transmitted over
the FSO link. Moreover, each transmission protocol control-
ler can employ a congestion algorithm (e.g., an alternate
congestion-control algorithm) that optimizes throughput over
a lossy link, such as the FSO link. Further, each FSO trans-
ceiver can include a buffer to add latency to each network
packet that has been unencapsulated to ensure smoothing of
throughput over time, particularly in times of a network fade.

FIG. 1 illustrates an example of a system 2 with a first FSO
transceiver 4 and a second FSO transceiver 6. Each of the first
and second FSO transceivers 4 and 6 can provide and receive
optical signals. Each of the first and second FSO transceivers
4 and 6 can include a transmitter 5 (e.g., alaser) and a receiver
7 (e.g., a photodetector, such as a photodiode). The first and
second FSO transceivers 4 and 6 can optically communicate
over free space, such as air, a water, etc. Thus, the first and
second FSO transceivers 4 and 6 can be separated by between
about several meters to distances of 10’s of kilometers or
more. Moreover, the first and second FSO transceivers 4 and
6 can have a direct line of sight.

The first FSO transceiver 4 and the second FSO transceiver
6 can each receive network packets, such as outgoing network
packets from a local area network (LAN). The outgoing net-
work packets can be, for example, Ethernet frames (e.g., a
series of Ethernet frames) that are destined for nodes of the
LAN across the FSO link. Components of the first FSO trans-
ceiver 4 and the second FSO transceiver 6 can be imple-
mented as hardware (e.g., a microcontroller, a field program-
mable gate array, an application specific integrated circuit
chip, etc.), software (e.g., instructions executing on a proces-
sor) or a combination thereof. Moreover, the first FSO trans-
ceiver 4 can include a transmission protocol controller 8 that
can be configured to encapsulate the outgoing network pack-
ets by employing a reliable ordered delivery protocol that
relies on retransmission of lost data. The reliable ordered
delivery protocol could be, for example, the Transmission
Control Protocol (TCP), the Reliable User Datagram Proto-
col, TCP Fast Open (TFO), Transactional Transmission Con-
trol Protocol (T/TCP), or another protocol that operates in a
manner similar to TCP, such as a proprietary protocol. For
purposes of simplification of explanation, throughout this
disclosure examples are given that employ TCP. However, in
other examples, any of the aforementioned protocols that are
a reliable ordered protocol that rely on the retransmission of
data could be employed. Accordingly, in one example, the
transmission protocol controller can be configured to encap-
sulate network packets into a series of TCP packets to form
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outgoing TCP-encapsulated packets. The transmission pro-
tocol controller 8 can employ an alternate congestion algo-
rithm that is different from the standard congestion algorithm
(e.g., TCP Reno or TCP Tahoe). The alternate congestion
algorithm can be designed/programmed to optimize through-
put over a lossy link (e.g., free space). In some examples, the
first FSO transceiver 104 can be mounted on a first structure
(e.g., a building, a satellite, a tower, etc.) and the second FSO
transceiver 106 can be mounted on a second structure (e.g.,
another building, another satellite, another tower, etc.), where
the first FSO transceiver 104 and the second FSO transceiver
106 have direct line-of-sight.

The transmission protocol controller 8 can provide the
outgoing TCP-encapsulated packets to the transmitter 5 of the
first FSO transceiver 4. The transmitter 5 can be configured to
modulate the TCP-encapsulated packets onto an output opti-
cal signal that can be transmitted to a receiver 7 of the second
FSO transceiver 6. In some examples, the first FSO trans-
ceiver 4 can convert the outgoing TCP-encapsulated packets
into a corresponding output optical signal via intensity modu-
lation.

Additionally, the first FSO transceiver 4 can include a
receiver 7 that can receive an input optical signal with incom-
ing TCP-encapsulated packets modulated thereon from the
second FSO transceiver 6. The receiver 7 can demodulate the
incoming TCP-encapsulated packets and provide the incom-
ing TCP-encapsulated packets to the transmission protocol
controller 8 of the first FSO transceiver 4. The transmission
protocol controller 8 can unencapsulate the incoming TCP-
encapsulated packets to generate incoming network packets.
Additionally, the first FSO transceiver 4 can include a buffer
10 that can add a relatively small amount of latency (e.g., up
to about 10 milliseconds) to each of the incoming network
packets to ensure smoothing of output. The incoming net-
work packets can be provided to the LAN.

The second FSO transceiver 6 can also include a transmis-
sion protocol controller 8 and a buffer 10. Moreover, the
second FSO transceiver 6 can operate in a manner substan-
tially similar to the first FSO transceiver 4. In this manner, the
first and second FSO transceivers 4 and 6 can establish bi-
directional communication to provide an FSO link 16.

Since both the first and second FSO transceivers 4 and 6
transmit and receive modulated TCP-encapsulated packets,
the FSO link 18 can be a TCP bridge. Moreover, the free space
between the first FSO transceiver 4 and the second FSO
transceiver 6 can be a lossy link (e.g., a lossy medium). The
quality of the lossy link can vary based on atmospheric scin-
tillation which can change based on a number of factors,
including thermal gradients, wind turbulence, cloud cover-
age, etc. The atmospheric scintillation can reflect seeing con-
ditions for the transmitter 5 of the first and second FSO
transceivers 4 and 6. During a time of a relatively high atmo-
spheric scintillation, a signal-to-noise ratio for an optical
signal propagated between the first FSO transceiver 4 and the
second FSO transceiver 6 can drop below a tolerable limit,
which can cause a network fade. During a network fade, the
bandwidth of the TCP bridge can be significantly reduced.
The network fade can last, for example between about 1 and
about 20 milliseconds.

As noted, the transmission protocol controller 8 can
employ an alternate congestion algorithm. By employment of
a conventional congestion algorithm, such as TCP Reno,
detection of a network fade can be interpreted as network
congestion on a multi-node (e.g., 10 or more nodes) network.
In the present situation, since there are only two nodes (the
first FSO transceiver 4 and the second FSO transceiver) no
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such congestion would not exist and the employing the same
congestion strategy as a multi-node network would result in a
loss of bandwidth.

The alternate congestion algorithm implemented by the
transmission protocol controller 8 can be an algorithm that
can adapt to detection of a network fade. The alternate con-
gestion algorithm could be, for example, the TCP Westwood+
congestion algorithm. The TCP Westood+ is a sender-side
only modification of the TCP Reno protocol stack that opti-
mizes the performance of TCP congestion control over wire-
less networks. TCP Westwood+ is based on an end-to-end
bandwidth estimation to set a congestion window and a slow
start threshold after a congestion episode, that is, after three
duplicate acknowledgments or a timeout. The bandwidth can
be estimated by low-pass filtering a rate of returning acknowl-
edgment packets. The rationale of the congestion strategy in
TCP Westwood+ is simple: in contrast with TCP Reno, which
blindly halves the congestion window after three duplicate
acknowledgements (ACKs), TCP Westwood+ adaptively sets
a slow start threshold and a congestion window which takes
into account the bandwidth employed at the time congestion
is experienced. TCP Westwood+ significantly increases
throughput over wireless links compared to TCP Reno/New
Reno in wired networks. In other examples, the alternate
congestion algorithm could be another congestion algorithm
optimized for a direct lossy link that does not simply reduce
bandwidth in response to detection of congestion (e.g., as
does TCP Reno).

Furthermore, as noted, the incoming and outgoing network
packets processed at the first FSO transceiver 4 and the sec-
ond FSO transceiver 6 can be Ethernet frames. The Ethernet
frames can encapsulate nearly any type of packet, including,
but not limited to any packet from the Internet protocol suite
(TCP/IP). Moreover, in many situations, the Ethernet frames
can encapsulate a TCP packet, such as situations where two
nodes separated by the free space communicate via TCP.
Thus, the TCP-encapsulated packets can include a TCP
packet (or more than one TCP packet) encapsulated in the
Ethernet packet. FIG. 2 illustrates an example on this arrange-
ment. In FIG. 2, the TCP-encapsulated packet 50 (which can
be referred to as an inner TCP packet) contains an encapsu-
lated Ethernet frame 52, which in turn encapsulates a difter-
ent TCP packet 54 (which can be referred to an outer TCP
packet).

Referring back to FIG. 1, Outer TCP packets (transmitted
over an outer TCP loop between network nodes connected to
the first FSO transceiver 4 and the second FSO transceiver 6)
can be separated from the inner TCP packets (transmitted
over an inner TCP loop defined by the first FSO transceiver 4
and the second FSO transceiver 6) in the frequency domain
response by a latency introduced in a buffering of data in the
inner loop. Such a latency can be added at a receiving side of
the FSO link 18 (e.g., in the inner loop) by the buffer 10 to
provide throughput smoothing. The inclusion of such latency
can facilitate avoidance and/or reduction of a transmission
storm that could be caused by the outer TCP packets being
retransmitted over the outer loop, wherein such outer TCP
packets are also being transmitted within the inner loop.

By employing the system 2, the free space optical link
between the first FSO transceiver 4 and the second FSO
transceiver 6 can operate reliably with conditions up to about
10% raw data loss in the free space optical link. Moreover,
under saturated atmospheric scintillation conditions the gap
between the sensitivity needed to maintain the free space
optical link between the first FSO transceiver 4 and the sec-
ond FSO transceiver 6 with fade tolerant networking and the
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absolute sensitivity needed to transmit equally as well
through the network fades can be several decibels.

FIG. 3 illustrates an example of a system 100 with a FSO
link 102 that couples a first FSO transceiver 104 with a second
FSO transceiver 106 that could be employed to implement the
system 2 of FIG. 1. The first and second FSO transceivers 104
and 106 could be implemented, for example, in a manner
similar to the first or second FSO transceivers 4 and 6 of FIG.
1.

The first FSO transceiver 104 can communicate with a first
subnet 108 of a network and the second FSO transceiver 106
can communicate with a second subnet 110 of the network
that are separated by free space (e.g., from about several
meters to about 40 kilometers or more). The FSO link 102 can
provide a data bridge between the first subnet 108 and the
second subnet 110 of the network. In this manner, any node on
the first subnet 108 of the network can communicate with any
node on the second subnet 110 of the network (and vice versa)
via the FSO link 102. Each of the first and second subnets 108
and 110 of the network can be LANSs, such as Ethernet net-
works.

Each of the first and second FSO transceivers 104 and 106
can be implemented as an FSO transceiver 150 illustrated in
FIG. 4. For purposes of simplification of explanation, the
components of the FSO transceiver 150 are illustrated and
described as being implemented on a single unit. However, in
other examples, the components of the FSO transceiver 150
can span multiple interconnected units. Moreover, the com-
ponents of the FSO transceiver 150 can be implemented as
hardware (e.g., a microcontroller, a field programmable gate
array, an application specific integrated circuit chip, etc.),
software (e.g., instructions executing on a processor) or a
combination thereof. The FSO transceiver 150 can include a
network port 152, such as an Ethernet port. The network port
152 can be coupled to a LAN. For example, the network port
152 can be coupled to a network router or a network switch.
In this manner, the FSO transceiver 150 can achieve bi-direc-
tional communication with the LAN.

The network port 152 can communicate with a transmis-
sion protocol controller 154. The transmission protocol con-
troller 154 can be configured to encapsulate and unencapsu-
late network packets (such as Ethernet frames communicated
to and from the network port 152) in TCP packets.

In a first example (hereinafter, “the first example”™), the
network port 152 can provide the transmission protocol con-
troller 154 with Ethernet frames destined for a node separated
by free space. The transmission protocol controller 154 can
form the TCP-encapsulated packets by employing an alter-
nate congestion algorithm, such as the TCP Westwood+ algo-
rithm. The alternate congestion algorithm can be designed to
optimize throughput over a lossy link, such as free space.

In the first example, the TCP-encapsulated packets can be
provided to a transmitter 156 than can include a modulator
158, which modulator 158 can modulate (e.g., encode) the
TCP-encapsulated packets onto a carrier frequency to form
modulated TCP-encapsulated packets. In the first example,
the modulator 158 can provide the modulated TCP-encapsu-
lated packets to a laser diode 160 (or other optical output
device) of the transmitter 156 that can be configured to con-
vert the modulated TCP-encapsulated packets into an output
optical signal 161 that can be received by another FSO trans-
ceiver 150. In some examples, the output optical signal con-
forms to an optical encoding protocol for a lossless fiber, such
as the 1000 base EX.

In a second example, (hereinafter, “the second example™),
a receiver 162 can receive an input optical signal 163 at a
photodetector 164 (e.g., a photodiode) that can be provided
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from the other FSO transceiver 150. The photodetector 164 of
the receiver 162 can convert the input optical signal into an
electrical signal that includes modulated TCP-encapsulated
packets. The photodetector 164 can provide the modulated
TCP-encapsulated packets to a demodulator 166 of the
receiver 162. The demodulator 166 can demodulate the
modulated TCP-encapsulated packet to form TCP-encapsu-
lated packets and provide the TCP-encapsulated packets to
the transmission protocol controller 154.

Inthe second example, the transmission protocol controller
154 can be configured to unencapsulate the TCP-encapsu-
lated packets to form Ethernet frames. The FSO transceiver
150 can include a buffer 168 that can ensure a smoothing of
throughput. The Ethernet frames can be provided to the net-
work port 152, where the Ethernet frames can be output onto
the LAN.

Referring back to FIG. 3, a node on the first subnet 108 of
a network, namely node (1,A) can establish a bi-directional
communication link with a node on the second subnet 110 of
the network, namely node (2,B). In this example, for purposes
of'simplification of explanation, the address of each node can
be a unique two-dimensional identifier that can identify a
subnet of the network (e.g., ‘1’ or ‘2°) as well as a node
number on the corresponding subnet (e.g., ‘A’ or ‘B’). Inother
examples, each node address can be implemented in a similar
manner (e.g., an IP address) or a different manner.

Each communicating node, namely the node (1,A) and the
node (2,B) can be implemented as a network device, such as
an end-user computer (e.g., a desktop computer, a smart
phone, a tablet computer, etc.), a server, a router or any other
network device that can be an end-point for the network.

In the present example, it is presumed that the bi-direc-
tional communication link includes TCP packets transmitted
from node (1,A) to node (2,B) and vice versa. It is noted that
while FIG. 3 illustrates a direction connection between node
(1,A) to node (2,B), it is to be understood that the data flows
across the FSO link 102. Such TCP packets can be referred to
as outer TCP packets (e.g., forming an outer TCP loop
between nodes (1,A) and (2,B)). The outer TCP packets can
be, for example, TCP packets that are encapsulated in Ether-
net frames.

TCP packets transmitted from node (1,A) tonode (2,B) can
be encapsulated in an Ethernet frame and transmitted to the
first FSO transceiver 104 via the first subnet 108 of the net-
work. In response, the first FSO transceiver 104 can encap-
sulate the Ethernet frames in TCP packets to form TCP-
encapsulated packets. The first FSO transceiver 104 can
employ, for example an alternative congestion algorithm,
such as the TCP Westwood+ congestion algorithm to form the
TCP-encapsulated packets. The TCP-encapsulated packets
can be modulated onto an output optical signal and transmit-
ted to the second FSO transceiver 106 to establish the FSO
link. Moreover, since the packets transmitted via the FSO link
include the TCP-encapsulated packets (modulated onto the
optical signal), the TCP-encapsulated packets can be referred
to as inner TCP packets (e.g., establishing an inner TCP loop
between the first FSO transceiver 104 and the second FSO
transceiver 106). The inner TCP packets can be implemented,
for example, in a manner similar to the TCP-encapsulated
packet 50 illustrated in FIG. 2.

The second FSO transceiver 106 can receive an input
modulated signal that corresponds to the output modulated
signal. The second FSO transceiver 106 can demodulate the
input optical signal to reconstruct the TCP-encapsulated
packets. The second FSO transceiver 106 can unencapsulate
the TCP-encapsulated packets to reconstruct the correspond-
ing Ethernet frames.
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Outer TCP packets transmitted over the outer TCP loop can
be separated from the inner TCP packets transmitted over an
inner TCP loop in the frequency domain response by a latency
introduced in a buffering of data in the inner loop. Such a
latency (e.g., about 1 to about 10 ms) can be added at the
second FSO transceiver 106 to provide throughput smooth-
ing. The inclusion of such latency can facilitate avoidance
and/or reduction of a transmission storm that could be caused
by the outer TCP packets being retransmitted over the outer
loop, wherein such outer TCP packets are also being trans-
mitted within the inner loop. The Ethernet frames can be
provided to the node (2,B) via the second subnet 110 of the
network. In response, the node (2,B) can provide TCP packets
destined for the node (1,A) in a substantially similar manner.
Further, although the nodes (1,A) and (2,B) are illustrated and
described as communicating via TCP packets, in other
examples, the nodes (1,A) and (2,B) can communicate with
other protocols, including but not limited to any protocol on
the Internet protocol suite (e.g., TCP/IP).

By employing the present system, network fades that occur
due to atmospheric scintillation occurring in the free space
between the first and second FSO transceivers 104 and 106
can be managed such that throughput can be optimized. In
particular, employment of the alternate congestion algorithm
(e.g., the TCP Westwood+ algorithm) by the first and second
FSO transceivers 104 and 106 ensures that throughput
changes occurring due to the atmospheric scintillation do not
result in an excessive loss of bandwidth and/or packet loss.

Further, by implementing a buffer (e.g., the buffer 168 of
FIG. 4) in the first and second FSO transceivers 104 and 106,
the timing of the TCP-encapsulated packets (e.g., the inner
TCP packets) and the outer TCP packets is difterent. More-
over, in many instances, the maximum throughput over the
FSOlink (e.g., 1000 megabits per second) will be greater than
the maximum throughput between node (1,A) and the first
subnet 108 of the network as well as the throughput between
node (2,B) and the second subnet 110 of the network (e.g.,
100 megabits per second). Both of these factors (the different
timing and the different throughputs) reduces and/or elimi-
nates the chances of a TCP storming occurring.

In view of the foregoing structural and functional features
described above, example methods will be better appreciated
with reference to FIGS. 5 and 6. While, for purposes of
simplicity of explanation, the example methods of FIGS. 5
and 6 are shown and described as executing serially, it is to be
understood and appreciated that the present examples are not
limited by the illustrated order, as some actions could in other
examples occur in different orders and/or concurrently from
that shown and described herein. Moreover, it is not necessary
that all described actions be performed to implement a
method.

FIG. 5 illustrates an example flowchart of a method 200 for
implementing an FSO transceiver (e.g., the first or second
FSO transceiver 4 or 6 illustrated in FIG. 1 and/or the FSO
transceiver 150 illustrated in FIG. 4) in a fade tolerant net-
work system that includes a FSO link, such as the system 2
illustrated in FIG. 1 and/or the system 100 illustrated in FIG.
3. At 210, network packets (e.g., Ethernet frames) can be
received at a network port (e.g., the network port 152 of FIG.
4) of the FSO transceiver.

At 220, a transmission protocol controller (e.g., the trans-
mission protocol controller 154 illustrated in FIG. 4) can
encapsulate the network packets in TCP packets to form
TCP-encapsulated packets. The transmission protocol con-
troller can employ an alternate congestion algorithm (e.g., the
TCP Westwood+ algorithm) to form the TCP-encapsulated
packets.
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At 230, the TCP-encapsulated packets can be provided to a
modulator (e.g., the modulator 158 of FIG. 4) of a transmitter
that can modulate the TCP-encapsulated packets onto a car-
rier signal to form modulated TCP-encapsulated packets. At
240, the TCP-encapsulated packets can be converted to an
output optical signal and can be transmitted from a laser diode
(e.g., the laser diode 160 of FIG. 4) of the transmitter over the
FSO link to another FSO transceiver.

FIG. 6 illustrates another example flowchart of a method
300 for implementing an FSO transceiver (e.g., the first or
second FSO transceiver 4 or 6 illustrated in FIG. 1 and/or the
FSO transceiver 150 illustrated in FIG. 4) in a fade tolerant
network system that includes a FSO link, such as the system
2 illustrated in FIG. 1 and/or the system 100 illustrated in FIG.
3. At 310, a photodetector (e.g., the photodetector of FIG. 4)
of a receiver of the FSO can receive input optical signal. For
purposes of simplification of explanation, it is presumed that
the input optical signal received at the receiver corresponds to
the output optical signal described in the method 200 of FIG.
5.

At 320, a demodulator (e.g., the demodulator 166 of FIG.
4) of the receiver can demodulate the input optical signal to
generate (e.g. reconstruct) encapsulated TCP packets. At 330,
a transmission protocol controller (e.g., the transmission pro-
tocol controller 154 of FIG. 4) can unencapsulate the TCP-
encapsulated packets to generate (e.g., reconstruct) network
packets (e.g., Ethernet frames). At 340 a buffer (e.g., the
buffer 168 of FIG. 4) can add latency to each network packet
to allow smoothing of throughput over time. At 350, the
network packets can be transmitted to a LAN, such that the
network packets can be delivered to an appropriate destina-
tion such as a node on the LAN.

What have been described above are examples. It is, of
course, not possible to describe every conceivable combina-
tion of components or methodologies, but one of ordinary
skill in the art will recognize that many further combinations
and permutations are possible. Accordingly, the disclosure is
intended to embrace all such alterations, modifications, and
variations that fall within the scope of this application, includ-
ing the appended claims. As used herein, the term “includes”
means includes but not limited to, the term “including” means
including but not limited to. The term “based on” means
based at least in part on. Additionally, where the disclosure or
claims recite “a,” “an,” “a first,” or “another” element, or the
equivalent thereof; it should be interpreted to include one or
more than one such element, neither requiring nor excluding
two or more such elements.

What is claimed is:

1. A free-space optical (FSO) transceiver comprising:

a transmission protocol controller configured to encapsu-
late outgoing Ethernet frames by employing the Trans-
mission Control Protocol (TCP) to form outgoing TCP-
encapsulated packets, wherein the protocol controller is
configured to employ a congestion algorithm that opti-
mizes throughput over a lossy link, wherein the outgoing
Ethernet frames encapsulate TCP packets, such that
each of the outgoing TCP-encapsulated packets gener-
ated by the transmission protocol controller encapsu-
lates one of the outgoing Ethernet frames that encapsu-
lates another TCP packet; and

a transmitter configured to provide an output optical signal
corresponding to the outgoing TCP-encapsulated pack-
ets over a FSO link.

2. The FSO transceiver of claim 1, wherein the congestion

algorithm is the transmission control protocol (TCP) West-
wood+ algorithm.
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3. The FSO transceiver of claim 1, wherein the FSO link is
subject to atmospheric scintillation.

4. The FSO transceiver of claim 1, further comprising:

a receiver configured to receive an input optical signal via
the FSO link, wherein the input optical signal includes
incoming TCP-encapsulated packets;

wherein the protocol controller is further configured to
unencapsulate the incoming TCP-encapsulated packets
to form incoming network packets.

5. The FSO transceiver of claim 4, further comprising:

anetwork port coupled to a local area network (LAN), the
network port being configured to:
receive the outgoing Ethernet frames from the LAN; and
provide the incoming network packets to the LAN.

6. The FSO transceiver of claim 5, wherein the network
port is an Ethernet port and the incoming network packets are
incoming Ethernet frames.

7. The FSO transceiver of claim 5, wherein the incoming
Ethernet frames encapsulate transmission control protocol
(TCP) packets.

8. The FSO transceiver of claim 5, further comprising a
buffer configured to add latency to each of the incoming
network packets.

9. The FSO transceiver of claim 1, wherein the output
optical signal is transmitted to another FSO transceiver via
the FSO link.

10. A system comprising:

a first free space optical (FSO) transceiver configured to:

receive Ethernet frames from a first subnet of alocal area
network (LAN);

encapsulate the Ethernet frames in Transmission Con-
trol Protocol (TCP)-encapsulated packets by employ-
ing the TCP with a congestion algorithm that opti-
mizes throughput over a lossy link, wherein the
Ethernet frames encapsulate TCP packets, such that
each of the TCP-encapsulated packets encapsulates
one of the Ethernet frames that encapsulates another
TCP packet; and

provide an output optical signal over free space, the
output optical signal corresponding to the encapsu-
lated packets; and
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a second FSO transceiver separated by free space from the
FSO transceiver, the second FSO transceiver being con-
figured to:
receive the output optical signal from the first FSO trans-
ceiver,

unencapsulate the TCP-encapsulated packets to recon-
struct the Ethernet frames; and

provide the Ethernet frames to a second subnet of the
LAN.

11. The system of claim 10, wherein the second FSO trans-
ceiver is configured to add a latency to each of the Ethernet
frames provided to the second subnet of the LAN.

12. The system of claim 10, wherein the Ethernet frames
are provided from a first node on the first subnet of the LAN
to a second node on the second subnet of the LAN.

13. The system of claim 10, wherein the first FSO trans-
ceiver and the second FSO transceiver are separated by at
least 1 kilometer.

14. A method comprising:

receiving, by a network port, Ethernet frames;

encapsulating, by a protocol controller, the network pack-
ets with the transmission control protocol (TCP) to form
TCP-encapsulated packets, wherein the TCP-encapsu-
lated packets are formed with a congestion algorithm
that optimizes throughput over a lossy link, wherein the
Ethernet frames encapsulate TCP packets, such that
each of the TCP-encapsulated packets generated by the
protocol controller encapsulates one of the Ethernet
frames that encapsulates another TCP packet; and

transmitting, by a transmitter, an output optical signal over
free space that is based on the TCP-encapsulated pack-
ets.

15. The method of claim 14, wherein the congestion algo-

rithm is the TCP Westwood+ congestion algorithm.

16. The method of claim 15, wherein the output optical
signal is received by a receiver separated from the transmitter
by a distance of at least 500 meters.

17. The FSO transceiver of claim 1, wherein the TCP
packets encapsulated by the outgoing Ethernet frames and the
outgoing TCP-encapsulated packets implement different
congestion algorithms.
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